POLITICA DE

PRIVACIDADE
PARA FORNECEDORES



1. OBJETIVO

A Tecto Data Centers (“Tecto") esta comprometida a tratar os
Dados Pessoais com respeito a sua privacidade, cumprindo as
leis, regulamentos de privacidade e protecao de dados e nos
termos da Lei Geral de Protecao de Dados Pessoais - Lei n®
13.709/2018 ("LGPD"). Da mesma forma, a Tecto requer que
seus Fornecedores (“Fornecedor” ou “Vocé") também cumpram
com os requisitos legais no Tratamento de todo e qualquer Dado
Pessoal envolvido em sua relagao contratual. Desta forma, todo
o relacionamento entre a Tecto e seus Fornecedores deverao
respeitar os ditames da presente Politica de Privacidade para
Fornecedores (“Politica”), sendo esta aplicavel a todos os
Fornecedores da Tecto.

Cabe ressaltar que a Tecto € uma empresa especializada na

oferta de data centers na modalidade colocation, permitindo que
empresas aloquem seus proprios servidores e equipamentos de
Tecnologia da Informacao (“TI") em um ambiente seguro, resiliente
e altamente conectado. A Tecto nao acessa, trata ou interfere

nos dados armazenados ou trafegados pelos clientes, atuando
exclusivamente como provedora do espaco fisico, energia,
climatizagao, seguranga e conectividade.

A Politica estd em vigor por prazo indeterminado, podendo ser
revisada e atualizada sempre que necessario.

2. DEFINIGOES

Anonimizacao: dado relativo ao Titular que nao possa ser identificado, considerando a utilizagdo de meios
técnicos razoaveis e disponiveis na ocasiao de seu Tratamento.

ANPD: 6rgao responsavel por zelar, fiscalizar e implementar o cumprimento das disposicdes da LGPD no
territério nacional.

Controlador: pessoa natural ou juridica, de direito publico ou privado, a quem competem as decisdes
referentes ao Tratamento de Dados Pessoais, de acordo com art. 5°, VI da LGPD.

Dado Pessoal: informacao relacionada a pessoa natural identificada ou identificavel, de acordo com art. 5°, |,
da LGPD.

Dado Pessoal Sensivel: Dado Pessoal sobre origem racial ou étnica, convicgao religiosa, opiniao politica,
filiacao a sindicato ou a organizagao de carater religioso, filoséfico ou politico, dado referente a saude ou a vida
sexual, dado genético ou biométrico, quando vinculado a uma pessoa natural, de acordo com art. 5°, Il da LGPD.

Dados: Dados Pessoais e Dados Pessoais Sensiveis.

Encarregado: Pessoa nomeada por cada um, Controlador e Operador, para atuar como respectivo canal de
comunicacao entre si, os Titulares dos Dados e a ANPD.
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Finalidade: realizacdo do Tratamento para propdsitos legitimos, especificos, explicitos e informados ao
Titular, sem possibilidade de Tratamento posterior de forma incompativel com essas finalidades de acordo
com art. 6°, | da LGPD.

Operador: pessoa natural ou juridica, de direito publico ou privado, que realiza o Tratamento de Dados
Pessoais em home do Controlador.

Titular: pessoa natural a quem se referem os Dados Pessoais que sdo objeto de Tratamento, de acordo com
art. 5°, V da LGPD.

Transferéncia internacional de dados: transferéncia de Dados Pessoais para pais estrangeiro
ou organismo internacional do qual o pais seja membro, de acordo com art. 5°, XV da LGPD.

Tratamento: toda operacao realizada com Dados Pessoais, como as que se referem a coleta, producao,
recepcao, classificacao, utilizacao, acesso, reproducao, transmissao, distribuicao, processamento,
arquivamento, armazenamento, eliminacao, avaliacao ou controle da informacao, modificacao, comunicacao,
transferéncia, difusao ou extracao, de acordo com art. 5°, XI da LGPD.

3. PAPEIS NO TRATAMENTO
DE DADOS

No contexto da relacao entre a Tecto e seus Fornecedores, é fundamental
reconhecer que os papéis e responsabilidades relativos ao Tratamento de
Dados Pessoais podem variar conforme a natureza e a finalidade do Tratamento
realizado por cada parte. Em conformidade com a LGPD, as partes poderao
atuar, a depender do caso concreto, como Controladores, Operadores ou,
eventualmente, como Controladores Conjuntos.

Considerando que a Tecto nao acessa, processa ou interfere nos dados
armazenados ou trafegados pelos clientes, limitando-se a prestacao de
servicos de infraestrutura fisica, o tratamento de dados pessoais realizado pela
Tecto restringe-se as atividades necessarias para a gestao do relacionamento
com clientes e fornecedores, ao controle de acesso fisico as dependéncias

do data center, a rastreabilidade de conexdes fisicas (cross-connects) e ao
cumprimento de obrigacdes legais e regulatorias.

Assim, em geral, a Tecto atuara como Controladora dos dados pessoais de
clientes e de representantes, prepostos e colaboradores dos fornecedores,
determinando as finalidades e os meios do tratamento desses dados para

fins de gestao contratual, controle de acesso, rastreabilidade, seguranca,
dentre outros, enquanto o Fornecedor age como Operador, tratando os dados
conforme as instrucoées da Tecto. Em casos especificos, o Fornecedor pode
ser o Controlador e a Tecto, a Operadora, dependendo de quem define como e
para que os dados serao usados. Nesses casos, estara configurada a relagao
Controlador-Operador.

Também pode haver situacées em que a Tecto e o Fornecedor atuem

como Controladores Conjuntos, cada um tomando decisoes de forma
independente sobre os dados sob sua responsabilidade. Nesses casos, ambos
tém obrigacodes proprias perante a LGPD, devendo garantir transparéncia,
seguranca e respeito aos direitos dos titulares.

Diante disso, € imprescindivel que, para cada operagcao que envolva o
Tratamento de Dados Pessoais, as partes avaliem e definam claramente seus
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respectivos papeéis, de modo a garantir a adequada observancia das obrigacoes legais e contratuais, bem como a
protecao dos direitos dos Titulares dos dados.

A definicao dos papéis devera constar expressamente em contrato ou instrumento equivalente, detalhando as
responsabilidades de cada parte, inclusive quanto a adocao de medidas de seguranca, resposta a incidentes e
atendimento aos direitos dos Titulares. Em qualquer caso, o Fornecedor se compromete a cumprir adequadamente
0s papéis que a ele forem cabiveis de acordo com o respectivo contrato.

4. DO PROCESSO DE AVALIAGAO
DE FORNECEDORES

A Tecto podera tratar os dados de seus Fornecedores para a realizagao de avaliagao e due dilligence. O processo
de due dilligence de Fornecedores € uma etapa essencial do processo de avaliagao e selegao, visando garantir
que a Tecto contrate parceiros que estejam em conformidade com as exigéncias legais, regulatorias e éticas, além
de mitigar riscos para a empresa. Durante a due dilligence, a Tecto pode tratar Dados Pessoais dos representantes
legais, socios, administradores e outros envolvidos relacionados ao Fornecedor.

O processo de due dilligence normalmente envolve:

1- Solicitacao de documentos e informacoes cadastrais dos
COleta de representantes do Fornecedor, como identidade, CPF,

~ comprovante de endereco, certiddes negativas, informagdes
Informagoes sobre a estrutura societaria e outros dados relevantes.

2.
Analise de

Verificagao do cumprimento de requisitos legais e regulatérios,
como regularidade fiscal, trabalhista e ambiental, além de

. checagem de antecedentes e historico dos representantes.
Conformidade ° '
3. Identificacao de potenciais riscos relacionados a integridade,

A &2 reputacao, envolvimento em processos judiciais, sangdes
Ava"_agao administrativas ou criminais, e exposicao a situacdes de conflito
de Riscos de interesses ou corrupgao.

4‘ e - A depender da natureza da contratagao, podem ser exigidos
Venﬂcagao requisitos adicionais, como certificagdes técnicas, apresentagao

. o de documentos internos e treinamentos, autorizagdes regulatorias
de ReCIUISItOS ou comprovacao de experiéncia.
Especificos
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5. Todas as informacgdes coletadas e analises realizadas séo

. registradas e documentadas, compondo o dossié do Fornecedor,
RegIStFO e que servira de base para a decisao de contratacao e para

Docu mentagéo eventuais auditorias futuras.

Durante todo o processo, a Tecto adota medidas para garantir a confidencialidade, integridade e seguranga
dos Dados Pessoais tratados, limitando o acesso apenas a pessoas autorizadas e utilizando os dados
exclusivamente para as Finalidades descritas.

©. RESPONSABILIDADES DO FORNECEDOR

Concluido o processo de due diligence, a Tecto devera decidir pela contratagao, ou nao, do Fornecedor. Decidido
pelo seguimento da contratagao, independentemente do papel ocupado pelo Fornecedor na relagao contratual com
a Tecto - seja como Controlador ou Operador de Dados Pessoais, este deve observar rigorosamente as seguintes
responsabilidades e obrigacoes:

Cumprimento Integral da Legislagao Aplicavel: O Fornecedor deve cumprir todas as legislagdes e
regulamentacdes aplicaveis a privacidade e protecao de dados, em especial a LGPD, bem como normas
complementares, como as Resolucdes publicadas pela Autoridade Nacional de Protecdo de Dados (ANPD) e
demais orientagcdes emitidas por autoridades competentes.

Adocao de Medidas Técnicas e Organizacionais: E imprescindivel que o Fornecedor implemente medidas
técnicas e organizacionais apropriadas para garantir a seguranca, confidencialidade, integridade e disponibilidade
dos Dados Pessoais tratados, prevenindo qualquer forma de acesso nao autorizado, destruicao, perda, alteracao,
divulgacao ou Tratamento inadequado, seja de forma acidental ou ilicita. O tema de seguranca da informagao sera
tratado com maior profundidade no item 9 desta Politica.

Prevencao e Resposta a Incidentes: O Fornecedor deve adotar mecanismos de monitoramento e resposta

a incidentes de seguranca, comunicando imediatamente a Tecto qualquer evento que possa comprometer a
integridade, confidencialidade ou disponibilidade dos dados pessoais, incluindo, mas nao se limitando, a acessos
nao autorizados, vazamentos, perdas ou destruicdes acidentais ou ilicitas, seja no ambiente fisico ou digital. Deve,
ainda, colaborar com a Tecto na apuracao dos fatos e na implementacao de medidas corretivas e mitigatérias. O
tema de Resposta a Incidentes sera tratado com maior profundidade no item 7 da presente Politica.

Transferéncia de Dados Pessoais: O Fornecedor declara que em qualquer modalidade de comunicacao,
integracao e/ou transferéncia de dados, havera a aplicacdo da Triple A (Authentication (Autenticacao),
Authorization (Autorizacdo) and Accounting (Responsabilizacao)), além da utilizacdo de técnicas de criptografia,
anonimizacao/mascaramento dos dados e/ou quaisquer outras medidas de seguranca que se fizerem necessarias
para garantirem a seguranca e protecao dos Dados Pessoais durante eventual transferéncia, sem prejuizo ainda,
de prévia anuéncia da Tecto.

Transferéncia Internacional de Dados Pessoais: Qualquer Transferéncia Internacional de Dados Pessoais,
inclusive para armazenamento em nuvem, somente podera ocorrer mediante autorizacao prévia e expressa da
Tecto, devendo observar integralmente os requisitos da LGPD, da Resolugao CD/ANPD n° 19/2024 e demais
normas aplicaveis. O Fornecedor deve assegurar que, em tais transferéncias, os Dados Pessoais recebam o
mesmo nivel de protecao exigido pela legislagao brasileira, inclusive quanto ao respeito aos direitos dos titulares.
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Respeito aos Direitos dos Titulares: O Fornecedor deve garantir que os direitos dos titulares de Dados
Pessoais sejam respeitados em todas as etapas do Tratamento, prestando suporte imediato e adequado a
Tecto para o atendimento de solicitacdes, como acesso, correcao, exclusao, portabilidade, oposicao e demais
direitos previstos em lei. O Fornecedor nao devera responder diretamente a solicitacdes de titulares, devendo
encaminha-las imediatamente a Tecto e aguardar orientacoes especificas.

Devolucao ou Eliminacao de Dados Pessoais: Ao término da relagao contratual, ou sempre que solicitado
pela Tecto, o Fornecedor devera devolver ou eliminar todos os Dados Pessoais tratados em nome da Tecto,
certificando-se de que nao haja retencao indevida de informagdes, salvo quando houver obrigagao legal ou
regulatoria para retencao.

Treinamento e Conscientizacao: Todos os funcionarios, colaboradores, prepostos e subcontratados do
Fornecedor que tenham acesso a Dados Pessoais devem receber treinamento continuo e adequado sobre
protecao de dados, seguranca da informacao, melhores praticas de conformidade e obrigacdes legais
decorrentes da LGPD e demais normas aplicaveis. O Fornecedor deve manter registros desses treinamentos e
garantir que todos estejam cientes de suas responsabilidades.

Supervisao e Auditoria: O Fornecedor deve permitir e colaborar com eventuais auditorias, inspecoes ou
avaliacoes realizadas pela Tecto ou por terceiros por ela indicados, para verificacdo do cumprimento das
obrigacdes contratuais e legais relativas a protecao de

Dados Pessoais.

Responsabilidade solidaria e Reparacao de Danos: O Fornecedor reconhece que, nos termos do artigo

42 da LGPD, o Controlador ou Operador que, em razao do Tratamento de Dados Pessoais, causar dano
patrimonial, moral, individual ou coletivo a terceiros, inclusive por meio de seus funcionarios, colaboradores,
prepostos e subcontratados, € obrigado a repara-lo. O Fornecedor respondera solidariamente pelos danos
causados quando descumprir as obrigacoes da legislacao de protecao de dados ou nao seguir as instrucoes
licitas da Tecto, equiparando-se ao controlador, salvo nos casos previstos no artigo 43 da LGPD. Da mesma
forma, os controladores diretamente envolvidos no Tratamento que resultar em dano ao titular responderao
solidariamente, conforme previsto na legislacao.

6. COM QUEM O FORNECEDOR
PODE COMPARTILHAR 0S
DADOS DA TECTO

Somente poderao ser compartilhadas informacoes de propriedade
da Tecto com empresas do grupo econémico do Fornecedor e com
parceiros de negocios nacionais ou internacionais quando houver
real necessidade de compartilhamento, como para execucao do

contrato firmado e conforme a base legal aplicavel. Tais parceiros
devem constar no contrato firmado com o Fornecedor ou ter a
subcontratacao autorizada pela Tecto.

Caso ocorra o compartilhamento de Dados Pessoais com parceiros
do Fornecedor que estejam fora do Brasil, o processamento, a
analise, o Tratamento, o uso e o compartilhamento desses dados
serao realizados em conformidade com as leis aplicaveis e 0s termos
e condicoes estipulados no contrato firmado, sendo responsabilidade
do Fornecedor a contratacao de seus parceiros.
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7. RESPOSTA A INCIDENTES E
COOPERAGCAO ENTRE AS PARTES

Com o objetivo de garantir a adequada gestao e resposta a incidentes de
seguranca envolvendo Dados Pessoais ou ndo, sao estabelecidas diretrizes
e responsabilidades, observando as definicdes e obrigagcdes previstas na
legislacao aplicavel, especialmente a LGPD e Resolugdes da ANPD.

O Fornecedor compromete-se a notificar a Tecto, de forma imediata e
detalhada, sobre qualquer incidente de seguranca que envolva dados,
sistemas, ativos ou informacoées da Tecto, incluindo, mas nao se limitando,
a acessos nao autorizados, vazamentos, perdas, destruicao, alteracao,
divulgacao ou qualquer outra forma de comprometimento da seguranca
da informacao. A notificacao devera conter, no minimo, a descricao do
incidente, a natureza dos dados afetados, as medidas de contencao
adotadas, a avaliacao preliminar dos riscos e os planos de remediacao.

O Fornecedor devera cooperar integralmente com a Tecto na apuragao,
investigacao, mitigacao e resolucao do incidente, fornecendo todas as
informacoes, registros, logs, evidéncias e suporte técnico necessarios.

O Fornecedor, na qualidade de Operador, nao podera, em hipotese alguma,
comunicar-se diretamente com Titulares de Dados Pessoais, autoridades
publicas, 6rgaos reguladores (incluindo a ANPD) ou quaisquer terceiros
sobre o incidente, salvo mediante autorizacao prévia, expressa e por escrito
da Tecto. Compete exclusivamente a Tecto, na qualidade de Controladora,
avaliar a necessidade e realizar comunicacodes a Titulares, a ANPD e a
outros orgaos competentes, conforme exigido pela legislagao, devendo o
Fornecedor seguir rigorosamente as orientagcdes e determinagcdes da Tecto
quanto a conducao do incidente e as medidas de resposta.

Caso as Partes atuem como Controladores conjuntos, deverao definir,

no contrato firmado ou em instrumento proprio, as responsabilidades
especificas de cada uma quanto a comunicacao, resposta e mitigacao de
incidentes, bem como a comunicagcao com Titulares e autoridades. Em
qualquer hipotese, as Partes deverao cooperar mutuamente, de forma
transparente e tempestiva, para garantir o cumprimento das obrigacoes
legais e a protecao dos direitos dos Titulares.

Todas as acdes, comunicagdes e providéncias relacionadas ao incidente
tomadas pelo Fornecedor deverao ser devidamente registradas e
documentadas, ficando a disposi¢cao da Tecto para auditoria e comprovacao
do cumprimento das obrigagcdes contratuais e legais.

O Fornecedor sera responsavel por todos os danos, prejuizos, custos,
despesas, multas e condenagdes decorrentes de incidentes de seguranca
causados por sua agcao ou omissao, inclusive por falhas de seus
funcionarios, subcontratados ou terceiros sob sua responsabilidade,
devendo indenizar a Tecto integralmente.
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8. PROPRIEDADE INTELECTUAL

Na Tecto, valorizamos e protegemos todos os nossos ativos de propriedade intelectual, como marcas, patentes,
direitos autorais, segredos comerciais, know-how, softwares, bancos de dados, metodologias, processos,
especificacoes técnicas, documentacao e informacdoes confidenciais. Esses ativos sao fundamentais para o nosso
negocio e pertencem exclusivamente a Tecto ou aos nossos licenciantes.

Se vocé, Fornecedor, precisar acessar ou utilizar qualquer um desses ativos para prestar os servicos contratados,
€ importante lembrar que esse uso deve ser sempre restrito ao necessario para a execugao do contrato e seguir
rigorosamente as orientacdes e autorizacdes da Tecto. Nao é permitido utilizar esses ativos para outros fins,
proprios ou de terceiros, nem para qualquer beneficio que nao esteja diretamente relacionado ao contrato.

Esperamos que vocé adote todas as medidas possiveis para proteger nossos ativos e sistemas, evitando
qualquer uso indevido, acesso nao autorizado, divulgacao, cépia, modificagao, destruicao, apropriagao indevida,
engenharia reversa ou qualquer outra agdo que possa comprometer a seguranca ou os direitos de propriedade
intelectual da Tecto.

Tudo o que for desenvolvido, melhorado, customizado, adaptado ou criado pelo Fornecedor durante a execucao do
contrato — seja sozinho ou em conjunto com a Tecto — sera de propriedade exclusiva da Tecto. Caso seja necessario,
o Fornecedor devera tomar todas as providéncias para garantir que esses direitos sejam devidamente transferidos ou
registrados em nome da Tecto, sem custos adicionais.

Nao é permitido registrar, licenciar, transferir, comercializar, divulgar ou explorar qualquer ativo, direito, marca,
patente, software, dominio, desenho industrial, metodologia, processo, informacao ou outro bem de propriedade
intelectual da Tecto, no Brasil ou no exterior, sem autorizagao prévia e por escrito da Tecto.

Caso ocorra qualquer violacao aos direitos de propriedade intelectual da Tecto, inclusive por parte de
funcionarios, subcontratados ou terceiros ligados ao Fornecedor, este sera responsavel por todos os prejuizos,
custos e despesas decorrentes, devendo ressarcir a Tecto integralmente.

Ao final do contrato, ou sempre que solicitado, o Fornecedor deve devolver todos os materiais, documentos,
equipamentos, credenciais, copias, backups e quaisquer outros bens da Tecto, além de eliminar de seus sistemas
todas as informacdes e dados relacionados, garantindo que nada seja retido indevidamente, salvo se houver
obrigacao legal em contrario.

Por fim, a Tecto conta com a colaboragao do Fornecedor para proteger e defender seus direitos de propriedade
intelectual, fornecendo informacdes, documentos e apoio sempre que necessario.

O objetivo da Tecto é garantir uma relacao transparente, segura e alinhada com as melhores praticas de protecao
a propriedade intelectual. Em caso de duvidas, estamos a disposicao para orientar e apoiar.

9. SEGURANGA DA INFORMAGAO

Além do disposto na LGPD, a Tecto exige que seus Fornecedores adotem medidas robustas de seguranca
da informacao, alinhadas com padroes regulatorios e as melhores praticas do setor de tecnologia
e infraestrutura critica.

O Fornecedor devera adotar medidas técnicas e organizacionais robustas para garantir a seguranca fisica e
I6gica dos Dados Pessoais, das infraestruturas e dos equipamentos utilizados na prestacao dos servicos a
Tecto. Quando aplicavel, a Tecto podera solicitar a disponibilizagao de Politica de Seguranga da Informacao,
evidéncias de sua implementacao e relatorios de auditoria; monitoramento continuo de ativos; manutencao de
registros de auditoria; notificacao imediata de incidentes; realizacao de testes de vulnerabilidade; realizacao de
backups; uso de antivirus, firewalls e listas de acesso; adocao de clausulas contratuais de confidencialidade; uso
de autenticacao forte com MFA; acesso seguro via VPN; revogacao oportuna de acessos de ex-funcionarios;
documentacao de processos de infraestrutura e software; treinamento em protecao de dados pessoais e
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seguranca da informacao; e identificacao e protecao de informacdes confidenciais.

Por fim, para garantir a conformidade com os padroes regulatorios e as melhores praticas de seguranga da
informacao, o Fornecedor devera realizar auditorias independentes periddicas sobre sua politica e suas praticas
de seguranca da informagao. O Fornecedor compromete-se, ainda, a disponibilizar os relatérios e resultados
dessas auditorias a Tecto sempre que solicitado.

10. DADOS DE FORNECEDORES
TRATADOS PELA TECTO

Fornecedor, vocé também tem colaboradores, cujos Dados
Pessoais poderao ser tratados pela Tecto durante a relagcao
comercial. Desta forma, a Tecto realiza o Tratamento de Dados
Pessoais de seus Fornecedores e de seus representantes com
0 objetivo de garantir a adequada gestao do relacionamento
comercial, o cumprimento de obrigacdes legais e regulatorias,
e a protecao de seus interesses legitimos. O Tratamento desses
dados é fundamental tanto para a contratacao quanto para a
manutenc¢ao e acompanhamento dos servicos prestados pelos
Fornecedores.

Os Dados Pessoais de Fornecedores que a Tecto trata podem
incluir, mas nao se limitam a dados cadastrais, como nome, CPF,
RG, data de nascimento, género, profissao, idade, estado civil,
nacionalidade, naturalidade, filiacao, telefone/celular, e-mail,
registro de classe, endereco, entre outros Dados Pessoais

que podem ser enviados durante o processo de contratacao e
manutencao da relacdo com o Fornecedor.

Esses dados podem ser fornecidos diretamente pelo Fornecedor
ou seu representante, obtidos de terceiros (como consultores,
empresas do mesmo grupo econdmico, agéncias de marketing),
ou coletados automaticamente por meio de cookies e tecnologias
similares, caso haja interacao com sistemas ou plataformas
digitais da Tecto.

Os Dados Pessoais dos Fornecedores e seus representantes
serao tratados para as seguintes finalidades:

Gestao do Relacionamento Comercial: Administracéo e implementagcao do contrato, analise e aprovacao de
cadastro, celebracao e rescisao de contratos e aditivos, registros em sistemas, efetuacao de pagamentos,
monitoramento da execucao dos servigos ou fornecimento de produtos, realizagcao de due dilligences, entre
outros.

Comunicacao com o Fornecedor: Realizacao de comunicacoes, envio de solicitacoes, recebimento de
informacodes e esclarecimento de duvidas relacionadas ao fornecimento de produtos ou servicos.

Obrigacoes Legais e Regulatdrias: Atendimento a obrigacdes legais ou regulatérias, cumprimento de politicas
e normas internas, atendimento a solicitacoes de 6rgaos reguladores, autoridades governamentais ou judiciais.

Exercicio de Direitos: Cobranca e pagamento de valores devidos, defesa em processos judiciais ou
administrativos, e exercicio de outros direitos previstos em lei.

Controle e monitoramento de acesso fisico as dependéncias do data center.
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11. COMO A TECTO PROTEGE SEUS DADOS

A Tecto adota medidas técnicas e organizacionais adequadas
para proteger os Dados Pessoais de seus Fornecedores
contra Tratamentos nao autorizados ou ilegais, bem como
contra perdas acidentais, destruicao ou danos. Os Dados
Pessoais dos Fornecedores sao armazenados de forma
segura em ambientes protegidos, que serao acessados por
um numero restrito de pessoas com razoes legitimas para
este acesso.

Apesar dos melhores esfor¢os da Tecto para proteger

e preservar os Dados Pessoais dos Fornecedores, é
fundamental entender que nenhuma transmissao de
informagdes € absolutamente segura. Logo, a Tecto nao
pode garantir que todas as informacoes recebidas e enviadas
estejam isentas de acessos nao autorizados, que podem
ocorrer por meio de métodos ilicitos, como virus ou invasdes
de banco de dados. Caso ocorra uma violagcao dos Dados
Pessoais sob nossa responsabilidade, comprometemo-nos a
aplicar todos os esfor¢os necessarios para corrigir e mitigar
as consequéncias desse incidente.

No entanto, a responsabilidade da Tecto sera limitada aos
danos diretos comprovadamente causados por falhas em
suas medidas de seguranca, nao se responsabilizando

por danos indiretos, lucros cessantes ou quaisquer outros
prejuizos decorrentes de eventos fora de seu controle
razoavel, tais como ataques cibernéticos, falhas de sistemas
de terceiros ou casos fortuitos e de forca maior.

12. COM QUEM COMPARTILHAMOS OS DADOS
PESSOAIS DE FORNECEDORES?

Ha a possibilidade da Tecto compartilhar os Dados Pessoais de Fornecedores com terceiros, autoridades
competentes ou parceiros de negdcios que sejam relevantes para a realizagao do contrato firmado. Esse
compartilhamento ocorrera com base nos critérios e para as finalidades descritas a seguir.

LY o [o] =YW [CHCT-T Vi (oo IS UN o ET (ol [ Mo EII IR Podemos compartilhar os Dados Pessoais dos Fornecedores

com prestadores de servicos contratados pela Tecto ou parceiros comerciais para as seguintes finalidades: (a)
fornecimento de softwares e sistemas utilizados pela Tecto no exercicio de suas funcoes e/ou outras tecnologias
da informacao; (b) defesa em processos administrativos ou judiciais envolvendo a Tecto e/ou o Fornecedor;

(c) contratacao de consultorias, assessorias, especialistas e prestadores de servicos para apoiar as atividades
da Tecto relacionadas ao contrato firmado (como escritérios de advocacia, empresas de crédito e cobranca,
empresas de avaliacdo de terceiros, seguranca e prevencao a fraudes); e (d) administracao de contratos e
obrigacées com demais terceiros envolvidos na cadeia de fornecimento.
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com terceiros (incluindo 6érgaos governamentais) para responder a investigagoes, acoes judiciais, processos
legais ou para investigar, prevenir ou tomar providéncias em relacao a atividades ilegais, suspeitas de fraude ou
situacoes que representem ameacgas potenciais a seguranca fisica de qualquer individuo, ou conforme exigido
pela legislacao.

13. ALTERAGOES A
ESTA POLITICA
DE PRIVACIDADE

A Tecto se reserva o direito de modificar esta Politica de
Privacidade para Fornecedores a qualquer momento, por
meio da divulgacao da versao atualizada. Caso ocorram
mudancas significativas nesta Politica de Privacidade para
Fornecedores, o Fornecedor sera notificado a respeito.

14. ENCARREGADO PELO TRATAMENTO
DE DADOS PESSOAIS

Em caso de duvidas ou assuntos envolvendo seus Dados Pessoais, entre em contato com a DPO, Maria Cecilia
Oliveira Gomes, através do canal de Protecao de Dados: pp-privacidadevtal@vtal.com
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